**Activity Exemplar: Apply OS hardening techniques**

Here is a completed exemplar along with an explanation of how the exemplar fulfills the expectations for the activity.

**Completed Exemplar**
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To review the exemplar for this course item, click the link below and select *Use Template*.

* [Security incident report exemplar](https://docs.google.com/document/d/1bFv65DOlZPwALN-rJLFxckoSPWNezoJrZp0enxFgrJM/template/preview?usp=sharing)
* [The exemplar explained: Security incident report](https://docs.google.com/document/d/13voo-22uAIzIH_9DDU2QLAVtzKo_1zBEyo2Gel1g4q0/template/preview?usp=sharing)

OR

If you don’t have a Google account, you can download the exemplar and incident report directly from the attachment below.

[Security incident report exemplar](https://d3c33hcgiwev3.cloudfront.net/wZ5i6AsCRPGWHQZ20UxhIQ_82304d39fdb7495f9e7b9d04e1d6e1f1_Security-incident-report-exemplar.docx?Expires=1702166400&Signature=F5QvapEcYSa8EQ~SwuEvrpXm~WxVG-zzG5C5z52nPKdPlkyzXLsbK2ka5skxyG8J2gwH-zu06YhC6F~meMMw06T1w7B~0IoG8ENjVmW~vW-C9GnKQdAard6HkAvYXTvpdLN6SFGY3gR9lydEogIHcfEYXHbAOzBfaHEU0wow~J8_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[DOCX File](https://d3c33hcgiwev3.cloudfront.net/wZ5i6AsCRPGWHQZ20UxhIQ_82304d39fdb7495f9e7b9d04e1d6e1f1_Security-incident-report-exemplar.docx?Expires=1702166400&Signature=F5QvapEcYSa8EQ~SwuEvrpXm~WxVG-zzG5C5z52nPKdPlkyzXLsbK2ka5skxyG8J2gwH-zu06YhC6F~meMMw06T1w7B~0IoG8ENjVmW~vW-C9GnKQdAard6HkAvYXTvpdLN6SFGY3gR9lydEogIHcfEYXHbAOzBfaHEU0wow~J8_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[The Exemplar Explained - Security incident report exemplar](https://d3c33hcgiwev3.cloudfront.net/orqElQ31SdukzjsoRXvyRQ_d0ca5aebaeef4ef89caa8ba88a8117f1_The-Exemplar-Explained---Security-incident-report-exemplar.docx?Expires=1702166400&Signature=bQQeUCNKjySY10Ed-eDzP1Pfw0~JK9vQOfIaTNFeq~c-JiKLkALmtUXmYOgVES0rX-v-vErEJOB6xroKDIMpQYvxPnku8jldwNhz1pvCTwxR~pmIrmnr2TY1b8xHsNhZ0i9SLyiFkFHI-ZdYgxp5dl1Vheg7MsR1YRoKrZnFfek_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[DOCX File](https://d3c33hcgiwev3.cloudfront.net/orqElQ31SdukzjsoRXvyRQ_d0ca5aebaeef4ef89caa8ba88a8117f1_The-Exemplar-Explained---Security-incident-report-exemplar.docx?Expires=1702166400&Signature=bQQeUCNKjySY10Ed-eDzP1Pfw0~JK9vQOfIaTNFeq~c-JiKLkALmtUXmYOgVES0rX-v-vErEJOB6xroKDIMpQYvxPnku8jldwNhz1pvCTwxR~pmIrmnr2TY1b8xHsNhZ0i9SLyiFkFHI-ZdYgxp5dl1Vheg7MsR1YRoKrZnFfek_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

**Assessment of Exemplar**
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Compare the exemplar to your completed activity. Review your work using each of the criteria in the exemplar. What did you do well? Where can you improve? Use your answers to these questions to guide you as you continue to progress through the course.

***Note:*** *The exemplar represents one possible explanation for the issues that the end users are facing. Yours will likely differ in certain ways. What’s important is that you identified the network protocols involved and created a report. In your role as a security analyst, you and your team would document any issue that occurs on the network and come up with solutions to help prevent the same issues from occurring in the future. Good quality documentation can save you and your organization time and potentially manage the attack early on.*
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First, analyze the DNS & HTTP traffic log to identify a network protocol. Then, document the cybersecurity incident. Finally, recommend one security measure your organization could implement to prevent brute force attacks in the future. Creating this process will, in turn, help improve the organization’s security posture.

The exemplar is accompanied by the activity, and presents a professional documentation example to include the following:

* One network protocol identified during the investigation
* Documentation of the incident
* A recommended security measure

**Key Takeaways**

As a security analyst, you might not always know exactly what is the primary cause of a network issue or a possible attack. But being able to analyze the protocols involved will help you make an informed assumption about what happened. This will allow you and your team to begin resolving the issue.